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format of any elements or content within this document interferes with your ability to 
access the information, as defined in the Rehabilitation Act, please email 
TOC@mail.cisa.dhs.gov. To enable us to respond in a manner most helpful to you, please 
indicate the nature of your accessibility problem and the preferred format in which to 
receive the material. 
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PURPOSE 
The purpose of the CISA Learning External Learner User Guide is to assist public users effectively navigate and utilize 
CISA Learning, the CISA Learning Management System (LMS). CISA Learning is designed to streamline learning 
processes, enhance accessibility, and foster a more efficient, secure, and cohesive learning ecosystem.  

INTRODUCTION 
The CISA Office of the Chief People Officer (OCPO) and the Office of the Chief Information Officer (OCIO) collaborated to 
deliver CISA’s new LMS, CISA Learning. The CISA Learning User Guide provides users with instructions on access, 
setting up the CISA Okta Partner Platform account with multifactor authentication (MFA)1, and using CISA Learning 
effectively. CISA Learning serves as the unified platform to provide training through flexible learning delivery methods, 
access and manage training records, and provide enhanced reporting capabilities.  

 
1 CISANet users are not required to create a CISA Okta Partner Platform account. 
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ACCESS CISA LEARNING 
Step 1. Non CISA users, navigate to 
https://learning.cisa.gov.  

Step 2. Login to CISA Learning using the CISA Partner 
Platform Prompt. 

Step 3. Securely authenticate using the CISA Partner 
Platform login page. Enter an email address (this should be 
a Non-CISA/DHS email) and click on “Next.” 

Please Note: CISA Learning performs best using Edge or 
Chrome browsers. Cookies must be enabled in the 
browser settings.

https://learning.cisa.gov/
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Step 4. You will be prompted create a new account. Select 
“Create an account.” 

Step 5. Enter the same email address used in step 3. 
Select a language. Read the Rules of Use, check the box 
to accept the rules, and press “Submit”. 

Step 6. Follow the steps to create and authenticate your account. 

Step 7. When prompted, verify your account by providing 
your: 

• Driver’s license or state ID,
• Social security number, and
• Phone number
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Step 8. Enter your justification for using CISA Learning. 

Step 9. The first time you enter CISA Learning, you will see a user tour. Press “Next” to be guided around the site. 

Step 10. Once you complete or skip the user tour, the 
tour will be disabled. To see the user tour again, go to 
the “My training” page. Click the question mark icon in 
the lower right corner. Select “Reset user tour on this 
page.” 
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UPDATE YOUR USER PREFERENCES 
In your user menu, you can add a photo to your user profile, update your language preference, and update your time 
zone.  

Step 1. Click on your initials in the top right corner. Select 
“Preferences” from the dropdown options.  

Step 2. Click the links to update your profile and 
preferences.  

Add your picture. 

Update the user 
interface 
language. 

Edit how you 
receive 
notifications. 
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NAVIGATE THE CATALOG 
CISA Learning contains a catalog with all the courses that you can self-enroll in. You can search the catalog for courses 
related to your career path or interests. 

Step 1. In the top menu, click on “Catalog.”  

Step 2. On the catalog page, search for courses by adjusting the filters and using the Search function. Press “Clear 
filters” to reset your search settings.  

Step 3. Open the right-side pull-out drawer for search 
suggestions.  

Step 4. Use the search field to search for the course 
name, keywords in the course description, the delivery 
method, or the learning program.  
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Step 5. When you find a course of interest, click “View 
more” to see the course description. 

Step 6. Click “Enroll” to enroll in the course. 

Step 7. Press “Enroll me” to finish self-enrollment in the course. 
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NAVIGATE MY TRAINING 
The CISA Learning “My training” page organizes your self-enrolled training. The “Self-enrolled training” section lists 
courses that you enrolled in from the catalog. 

Step 1. In the top menu, click on “My training.” 

Step 2. Courses that you enroll in through the Catalog appear in the Self-enrolled training area. Use the filters to sort and 
search these courses.  

Step 3. Press on the course title to begin a self-enrolled course.  

Step 4. Open the pull-out drawer to see recently accessed activities.  
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TAKE A COURSE 
A course consists of Announcements, Course Content (the instructional material), and a Course Participant Survey. Some 
courses also have course materials, live meeting sessions, tests, and/or certificates of completion. To complete a course and 
receive your certificate, you must complete the Course Participant Survey.  

Step 1. Open a course from your My training page.  

Step 2. Click on a course title 

Step 3. From any course page, navigate to different course 
activities with the pull-out panel on the left side of the 
screen.  

Step 4. Within an activity, navigate back to the main course 
page using the breadcrumb at the top of the page.  
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Announcements  
Course announcements are posted under Announcements. If you have unread messages, you will see a label notify you. You 
will be notified of course announcements by email unless you update your notification preferences.  

Course Materials 
Course materials, where available, should be reviewed at the start of the course. 

Select Course Materials. Click on the file. 

Tests 
Test Out: In some courses you can test out of doing the course activities by completing a test. If you pass the Test Out with 
75% or better, your course will be complete.  

Pre-Test: In some courses, you must take a pre-test before continuing to the course content. This test does not count 
toward your grade.  
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To complete a test in CISA Learning, answer the questions and click “Finish attempt”. You will have the option to make 
changes. When done, press “Submit all and finish.”  

Read through the test results and feedback for your next steps.  

Post-Test: In some courses, you will need to demonstrate that you’ve learned the course content by taking a post-test. 
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You will have three chances to pass the post-test. If you fail three times, you will be prompted to 
review the Course Content again. Attest that you have reviewed the course content by marking this 
notice as done. 

Re-Test: You will have three more attempts to show that you have mastered the content. If you pass the re-test, you can 
continue with the course. If you fail three times, you must contact your supervisor to retake the course. 

Course Content 
Open the course content for instruction. You may need to interact with certain elements as you continue through the slides. 
You must complete the course content before you can continue to the next course activities.  

Course Participant Survey 
You are asked to complete a survey to issue feedback on the course. Once you complete the survey, your certificate is 
available and the course is marked complete. 

Note: The Re-
Test won’t 
appear until you 
mark this box as 
done. 
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Certificate 
You will receive an email notifying you that you’ve earned a certificate. Click on the link to download the certificate. 

Return to CISA Learning at any time to view your certificates. 
In your user menu, open your profile. 

Click on “My certificates”. 

Completed Courses 
Your “My training page” shows your course progress. Completed courses are marked with 100%. 
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Level 3 Participant Survey 
90 days after completing the Course Participant Survey, you will be asked to provide retrospective feedback. An email will 
notify you to return to the course and complete the Level 3 Participant Survey. 
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ACCESS YOUR TRANSCRIPT 
Your transcript shows a record of courses completed in CISA Learning.  

Step 1. View your unofficial transcript by clicking on “My transcript” in the top navigation bar. 
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CONTACT SITE SUPPORT  

Contact the CISA Technology Operations Center for support if issues are encountered while using the CISA Learning 
application. 

Step 1. Call or email CISA Technical Operations Center directly: 

Step 2. Submit a message through CISA Learning. On any page in CISA Learning, click the question mark icon in the lower 
right corner. Click “Contact site support” and fill out the form.  

CISA Technology Operations Center 
(202) 771-CISA (2472) 

TOC@mail.cisa.dhs.gov 

mailto: TOC@mail.cisa.dhs.gov
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